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57 ABSTRACT

A communication apparatus is capable of communicating
with another communication apparatus by a first communi-
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The communication apparatus, in a case where it is deter-
mined that the communication by the second communica-
tion scheme was already being performed, includes, in a
response corresponding to a request received from an other
communication apparatus, information indicating that con-
trol for the communication by the second communication
scheme based on the request is unnecessary, and transmits
the response to the other communication apparatus.

17 Claims, 15 Drawing Sheets

101 103 102
(OrsmaL camers) (WiReLEss LAN AP) (( PRINTER )
DURING DURING
CONNECTIONTO | CONNECTIONTO
1001 LRELESSLAN | WIRELESSLAN - RESPONSE USING
! 7 ! AUXILIARY_DATA_REFERENCE
$1000 51000 SERVICE TYPE: Printing
INTIATE [DAS] USAGE SERVICE NAME
+NOTIFICATION USING PRINT SERVICE : DLNA Printing
AUXILIARY_DATA_REFERENCE SERVICE EXECUTION TARGET
SERVICE TYPE: Printing NFC COMMUNICATION INITIATION | hitpihooocyyyy-22/Print_order
USAGE SERVICE NAME ] 51003 SERVICE STATE: Activating
: DLNAPrinting HANDOVER REQUEST (Hr) Y RESPONSE SOURCE IDENTIFIER
SERVICE EXECUTION TARGET §1004 INFORMATION
hitpihoeyyyy-zziPrint_order| HANDOVER SELECT (Hs) § 1 UUID(xoc-zzzz-yy)
SERVICE STATE: Activated 31005 $1006 :IP(182.168.0.)
REQUEST SOURCE IDENTIFIER | — ; - MAG(00-00-85-yy-xe-22)
INFORMATION CONNECTION TO INITIATE [DMFr]| | ADDITIONAL IDENTIFIER INFORMATION
- UUID{ooceyyyy22) EXISTING Infra FOR PRINT :NONE
 IP(192.168.0.00) CONNECTION SERVICE USE |- NOTIFICATION USING
 MAC(00-00-85-1x-y-22) s1007 CARRIER_DATA_REFERENCE
«NOTIFICATION USING ACQUIRE Print INFORMATION =9 CONNECTION MEDIUM
CARRIER_DATA_REFERENCE \  EXISTING CONNECTION
— TRANSMIT Print INFORMATION 51908 DESTINATION
$1009 (Infra GONNECTION STA}

PRINT IMAGE



US 9,491,791 B2

Page 2
(51) Int. CL P 2014-027384 A 2/2014
Jp 2015-073249 A 4/2015
HO4W 84/12 (2009.01) RU 2487493 C2 7/2013
HO4W 88/06 (2009.01)
(56) References Cited OTHER PUBLICATIONS
“Connection Handover 1.2”, Technical Specification (NFC Forum
FOREIGN PATENT DOCUMENTS issued Jul. 7, 2010), pp. 1-27.
Office Action for corresponding Russian Application No.
EP 2645812 A2 10/2013 2015103919 mailed Jul. 13, 2016.
JP 2008-131175 A 6/2008 Office Action for corresponding Chinese Patent Application No.

JP 2012-244287 A 12/2012 201510061366.4 mailed Sep. 14, 2016.



U.S. Patent Nov. 8, 2016 Sheet 1 of 15 US 9,491,791 B2
100
~
101 404 102
TR T N — PRINTER
. 105 o
DN A
107 . " 106
WIRELESS LAN AP
s
103
201~ DISPLAYUNT  |—
-] CONTROLUNIT |~206
202~]  OPERATIONUNIT |~——»
— ROM 207
203~]  STORAGEUNIT |~
- > RAM ~208
204~] POWER SUPPLY UNIT |+—»
WIRELESSLAN |04
“—"{COMMUNICATION UNIT
205~  IMAGING UNIT  |—
NFC |
“—*communicaTioN UNIT[ 219

101




US 9,491,791 B2

U.S. Patent Nov. 8, 2016 Sheet 2 of 15

301~ DISPLAY UNIT -

- > ROM ~306
302~ OPERATIONUNIT |« >

- - RAM ~307
303~ STORAGEUNIT [=

» .| WIRELESSLAN |~308

COMMUNICATION UNIT

304~ POWER SUPPLY UNIT |-

- . NFC ~309
305~ CONTROLUNIT |= - COMMUNICATION UNIT

» . PRINT ~310

PROCESSING UNIT
)
102

401~ DISPLAY UNIT -

- > ROM ~406
402~ OPERATIONUNIT |«

- > RAM ~407
403~ STORAGEUNIT |«

- .|  WIRELESSLAN  ~408

COMMUNICATION UNIT

404~ POWER SUPPLY UNIT |-

- - WIRED LAN ~409
405~ CONTROLUNIT | COMMUNICATION UNIT

103




U.S. Patent Nov. 8, 2016 Sheet 3 of 15 US 9,491,791 B2

FIG. 5

WIRELESS LAN COMMUNICATION CONTROL UNIT ~510

NFC COMMUNICATION CONTROL UNIT ~520
SERVICE EXECUTION UNIT ~530
5
500
FIG. 6
WIRELESS LAN COMMUNICATION CONTROL UNIT [~610
NFC COMMUNICATION CONTROL UNIT ~620
SERVICE CONTROL UNIT ~630
PRINT CONTROL UNIT ~640
)
600
FIG. 7

WIRELESS LAN COMMUNICATION CONTROL UNIT ~710

WIRED LAN COMMUNICATION CONTROLUNIT ~ [~720

LOGICAL ADDRESS ALLOCATION CONTROL UNIT  [~730

)
700



U.S. Patent Nov. 8, 2016

Sheet 4 of 15 US 9,491,791 B2

FIG. 8A

C )

START

INITIATE NFC COMMURNICATION

5802

" I8 THE SERVICE

. 5801

< TOBE EXECUTED
. DETERMINED .

SET SERVICE INFORMATION
TOBE EXECUTEDRTO

AULLIARY _DATA_REFERENCE

T EXECUTE ™
SERVICE USING

T S THERE T
< REQUEST FOR WIRELESS
e LANSETTING?

e s8t1
[ VES -
SET INFORMATION TO
CARRIER_DATA_REFERENCE
ACCORBING TO REQUEST

o EXIATING CONNECTION .
“~. DESTINATION? o

S%i}@

SET SETTING INFORMATION FOR
EXISTING COMMUNICATION PATH
USE TO CARRIER_DATA_REFERENCE

SET SETTING INFORMATION FOR
NEW COMMUNICATION PATH USE
TO CARRIER_DATA_REFERENCE

A

L

N

e $807
" 18}“&%;%?\;\
" SPECIFEDLOGICAL

e ADDRESS? .

Yves o8

808

SET LOGICAL ADDRESS
ANDDENTIFICATION INFORMATION
TOAUNILIARY _DATA_REFERENCE

SET IDENTIFICATION
INFORMATIONTO
ALXILIARY _DATA_REFERENCE

t

TRANSMIT HANDOVER
REQUEST MEGSAG

~-§812

®



U.S. Patent Nov. 8, 2016 Sheet 5 of 15 US 9,491,791 B2
RECEIVE HANDOVER ~ S813
RESPONSE MESSAGE
IS THERE s814
CONNECTION

DESTINATION INFORMATION

NO

OTHER THAN EXISTING

CONNECTION

DESTINATION
?

YES

EXECUTE SETTING OF
WIRELESS LAN TO NOTIFIED OF
CONNECTION DESTINATION

~—S815

Y

5816

IS THERE
LOGICAL ADDRESS

NO

INFORMATION FOR NOTIFIED OF
CONNECTION
DESTINATION?

S817
P

S818
\ e

SET LOGICAL ADDRESS NOTIFIED
OF BY OPPOSING DEVICE

ACQUIRE/SET LOGICAL ADDRESS
FOR CURRENT CONNECTION
DESTINATION WIRELESS LAN




U.S. Patent Nov. 8, 2016 Sheet 6 of 15 US 9,491,791 B2
( smrt )
INITIATE NFC COMMUNICATION [~ S901
¥
RECEIVE HANDOVER —~S902
REQUEST MESSAGE

IS SPECIFIED SERVICE

NO

EXECUTABLE?

S904

IS IDENTIFICATION
INFORMATION FOR

YES

S917
v i

TRANSMIT HANDOVER RESPONSE
MESSAGE (FAIL)

OPPOSING APPARATUS
INCLUDED?

NO

DO
SELF-APPARATUS

S908

IS THERE
DESIGNATED SETTING

AND OPPOSING APPARATUS
EXIST ON SAME
NETWORK?

NO

INFORMATION?

S909

POSSIBLE TO
MODIFY TO SPECIFIED

NO

SETTING INFORMATION
?

VES Sg1 0 ' 3/911
EXECUTE SETTING OF PARAMETER | | EXECUTE SETTING OF PARAMETER
FOR USING DESIGNATED FOR CONNECTION DESTINATION
CONNECTION DESTINATION THAT IS SETTABLE

Y

®



U.S. Patent Nov. 8, 2016 Sheet 7 of 15 US 9,491,791 B2

2
® O
H
SET CURRENT SELF-APPARATUS
LOGICAL ADDRESS TO
TRANSMISSION SOURCE ADDRESS
S907
/
EXECUTE SETTING OF
PARAMETER FOR USING EXISTING
; CONNECTION DESTINATION
- $912
CONNECTION WITH NO N
PARTNER APPARATUS?
IS LOGICAL ADDRESS NO
FOR PARTNER APPARATUS
UNDECIDED?
S914 S915
c i c
GENERATE AND SET LOGICAL GENERATE AND SET
LOGICAL ADDRESS FOR
ADDRESS FOR EACH OF THE SELF-APPARATUS ACCORDING
SELF-APPARATUS AND PARTNER -
TO OPPOSING APPARATUS
- v

\

TRANSMIT HANDOVER RESPONSE [~ S916
MESSAGE (SUCCESS)

®
( o )




US 9,491,791 B2

Sheet 8 of 15

Nov. 8, 2016

U.S. Patent

(VLS NOILDANNOD Bijuy)
NOILYNILS3A
NOILDINNOD ONILSIXT :
WNIGIN NOILOANNOD
JONTHILTY VIva YYD

ONISN NOILYOIILON -

INON :
NOILYINHOANI H3141LN3AI T¥YNOILIaay
(zz-xx-AA-68-00-00)OVIN :
(AL0'891°Z61)dI -
(AM-zzzz-xxxx)ainn :
NOILVINHOANI
H3IILNIAI 32HNOS ISNOJSTY
B Buneanoy :31v1S 30IAY3S
JapI0 W d/zz-AAA-xxxx//dny
1394V1 NOILND3X3 3DIAY3S
Bunuud yNIQ :
JNVYN FOINGIS 39VYSN
Bunuug -3dAL FDINY3S
JONFHIHIY VIVA ANVIIXNY

ONISN ISNOLSTY -

JOVII E_%
SSw
DY zo_z_\,_momz_ Juld 1INSNYL | —
| 80018 JONIYI4TY VIVa YUY
) zo_z_\,_molz_ JUild N0V ONISN NOILYDI4ILON -
£001S (z2-AR0x-G8-00-00) VI
35N 30IAY3S NOILOINNOD (XX 0891 261)dl -
1IN ¥O4 el ONILSIXT (zz-AM-xxxx)ainn -
[1dal ILVILINI OL NOILO3ANNOD NOILYIWHOANI
v v Y3141INIAI 30H¥NOS 153NN
9001S sools| E@y_ﬁ Eﬁm J0IAN3S
..... .m-------.m.---------------------- JepI0 Wld/ZzZ- -XXXX//ANY
Y00 Fw:._:wmdmmgoozg._ 1394VL NOILNO3XT J0IAY3S
) (JH) 1S3NOIH YIAOANYH Bunuud ¥N1Q -
fools e JINVYN FOIAYAS FOVSN
NOILYILIN NOLLYOINAINOD DN | Bunuid :3dAL JOINN3S
Z001S JONIHIHTY VIVA AMVITIXNY
uo_ﬁm%wz_& ONISN NOILYDIJILON -
0001S 0001S [SING] LVILINI
S S S S —. Sﬁwvw
TNVTSSITRIIM | NY1SSTTUIM
OLNOILOANNOD | OLNOILOANNOD
ONIYNG ONIMNG
h NI u ®< NY1 mmmdm_\@ @m_\éo é_o@
NS mS :: oL 914



US 9,491,791 B2

Sheet 9 of 15

Nov. 8, 2016

U.S. Patent

(198410) NV SST13HIM
JONTFYIATFY YIVA HIUYD

ONISN NOILVYOIILON -

(xx0'891261)d :
NOILYINHOANI ¥3141LN3AI T¥YNOILIadY
(zz-xx-kA-G8-00-00)OVIN -
(AL0'891 261)d :
(A-zzzz-xxxx)aInn
NOILYIWHOANI
d3141LIN3dI 3OHNOS ISNOJS3IY
B Buneanoy :31v1S 3DIAY3S
18pI0 Jundzz-AAAR-xxxx//dny
1394V1 NOILNJ3X3 IDINGIS
Bunuld yN1Q :
JNVYN FIIAYES FOVSN
Bunuud -IdAL F0INL3S
JONIFHF43Y VIva ANVITIXNY

ONISN ISNOJSIY -

_
JOVIAI E_%
S:w
| 6oty NOLARONI Wi LNSHYEL
gL s NOLYAHOINI 1uid 3INDOY
ANN-;-XMA-S-OO-OOVQW_\,_ ;
- e XX(0'89}'Z61)d!
woiis (NSAENOL (eittmonainn:
NOILYINYOSNI
3sn mo_>%m ¥341LN3A 30¥NOS 1S3ND3Y
ANItd 04 SOLLS ~ pajeaRoy 131YLS F0IAYIS
[1dind] m_.E_._._z_ PO 18PIO Ul g/zz-ARAA-xoxxdpy
golLs N1 SSITIIM LOINNODSI] | 13941 w_mﬂ_%%,w_%%o_émm
................... Yoo ! :
S?w (sH) B_mdm ¥3AOONVH m@_\éz 30IAY3S 39V8N
L L LYY
coLLS i JONTYIATY WLYA AUVITIXNY
B G s .
(" NOILVILIN NOLLYOINNAINOD DN | ONIS NOLLVIIAILON
coiLs 35N JOIAY3S LNINd
ooLLs | Y04 [SWAl 3LVILINI
S ] )
Nvissaaam ol | oS
NOLLOINNOD ONRING

( wauNNd u (@v N mmmdm@ (vaanvo ._&_o_@

No_‘ mo_‘

01 1L ©Ol4




U.S. Patent

Nov. 8, 2016

FIG. 12A
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THAT IS CONNECTED TO THE SAME WIRELESS LAN AP
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uuID MAC IP Nick name Conform Time
xxxx-yyyy-zz | 00-00-85-xx-yy-zz | 192.168.0.xx | Digital Camera1 40
xxxx-zzzz-yy | 00-00-85-yy-xx-zz | 192.168.0.yy [J Printer 1 50
ZZZZ-XXXX-YY zz-yy-xx-00-11 192.168.0.1 Wi-Fi AP 1 10

FIG. 12B

ADDRESS REGISTRATION TABLE FOR THE COMMUNICATION APPARATUS 102
WHEN UNCONNECTED TO WIRELESS LAN

UuID MAC P Nick name Conform Time
xxxx-zzzz-yy | 00-00-85-xx-yy-zz NULL |J Printer 1 NULL

ADDRESS REGISTRATION TABLE FOR THE COMMUNICATION APPARATUS 102
WHEN DIRECTLY CONNECTED TO WIRELESS LAN

uuIbD MAC P Nick name Conform Time
xxxx-yyyy-zz | 00-00-85-xx-yy-zz | 192.168.0.xx | Digital Camera1 0
xxxx-zzzz-yy | 00-00-85-yy-xx-zz | 192.168.0.yy |J Printer 1 0
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COMMUNICATION APPARATUS, METHOD
OF CONTROLLING THE SAME, AND
NON-TRANSITORY COMPUTER-READABLE
STORAGE MEDIUM

BACKGROUND OF THE INVENTION

1. Field of the Invention

The present invention relates to a communication appa-
ratus, a method of controlling the same, and a non-transitory
computer-readable storage medium.

2. Description of the Related Art

In recent years, in mobile telephones, or the like, near
field wireless communication such as NFC (Near Field
Communication), IrDA (Infrared Data Association), Trans-
ferJet (registered trademark), or the like, has started to be
used. By using this kind of near field wireless communica-
tion, by a user simply performing an operation of causing
apparatuses to approach one another, data transmission and
receiving between the apparatus can be performed. Also,
there is a technique of transferring setting information for a
wireless LAN (IEEE 802.11 series), Bluetooth (registered
trademark), or the like, in order to connect with a partner
apparatus via this kind of near field wireless communication
and execute a high speed communication (“Connection
Handover 1.2” Technical Specification (NFC Forum issued
2010.7.7)). Also, there is an approach of a communication
apparatus using a communication medium to which a con-
nection has already been made, and performing a determi-
nation of whether a communication by that communication
medium is possible based on an individual identifier of
another apparatus, and, in a case where the communication
is possible, not executing a setting modification based on
transferred setting information, and rather continuing com-
munication using the existing communication medium
(Japanese Patent Laid-Open No. 2008-131175).

In the above described approach of continuing commu-
nication using the existing communication medium, the
communication apparatus to which the setting information is
transferred performs continued usage of the existing com-
munication medium without performing a setting update. In
other words, this kind of communication apparatus does not
perform a feedback to the other apparatus of the result which
is that updating of the setting was not performed based on
the transferred setting information. In this way, in a use case
in which apparatuses are caused to approach each other and
a cooperative communication service is initiated between
the apparatuses, opposing apparatuses cannot confirm
immediately whether the communication apparatus on the
other side, continues with the existing settings, or whether it
modifies the settings based on setting information that is
transferred. For this reason, there is a problem in that a
communication apparatus employs setting information that
is different to that of an opposing apparatus, setting of a
communication path cannot be performed, and as a result a
time period until a service initiation becomes longer unnec-
essarily.

SUMMARY OF THE INVENTION

The present invention was conceived in view of the above
described problem, and provides, in embodiments, a tech-
nique for preventing excess processing and for shortening a
time required until a service initiation in a case where, using
an existing communication medium, communication is pos-
sible with an opposing apparatus.
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According to one aspect of the present invention, there is
provided a communication apparatus which comprises: a
communication unit configured to be able to communicate
with another communication apparatus by a first communi-
cation scheme and by a second communication scheme for
which a communication speed is faster or a communication
range is longer than that of the first communication scheme;
a determination unit configured to determine whether or not,
upon initiation of a communication by the first communi-
cation scheme, a communication by the second communi-
cation scheme was already being performed; and a genera-
tion unit configured to generate, based on information
included in a request received by the communication unit by
the communication by the first communication scheme, a
response corresponding to the request, wherein the commu-
nication unit transmits the response generated by the gen-
eration unit to the other communication apparatus, and the
generation unit, in a case where it is determined by the
determination unit that the communication by the second
communication scheme was already being performed,
includes, in the response, information indicating that control
for the communication by the second communication
scheme based on the request is unnecessary.

Further features of the present invention will become
apparent from the following description of exemplary
embodiments (with reference to the attached drawings.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 is a view for exemplifying a system configuration
according to embodiments.

FIG. 2 is a view for illustrating an example of a hardware
configuration for a digital camera 101 according to embodi-
ments.

FIG. 3 is a view for illustrating an example of a hardware
configuration for a printer 102 according to embodiments.

FIG. 4 is a view for illustrating an example of a hardware
configuration for a wireless LAN access point 103 according
to embodiments.

FIG. 5 is a view for illustrating an example of a functional
block configuration for the digital camera 101 according to
embodiments.

FIG. 6 is a view for illustrating an example of a functional
block configuration for the printer 102 according to embodi-
ments.

FIG. 7 is a view for illustrating an example of a functional
block configuration for the wireless LAN access point
according to embodiments.

FIG. 8A and FIG. 8B are views for explaining an opera-
tional flow for the digital camera 101 according to a first
embodiment.

FIG. 9A and FIG. 9B are views for explaining an opera-
tional flow for the printer 102 according to the first embodi-
ment.

FIG. 10 is a view (part 1) for explaining a communication
sequence for the first embodiment.

FIG. 11 is a view (part 2) for explaining a communication
sequence for the first embodiment.

FIG. 12A-FIG. 12C are views for illustrating examples of
address registration table formats according to the present
embodiment.

FIG. 13A-FIG. 13G are views for illustrating examples of
message and information record formats for handover pro-
cessing.

FIG. 14A and FIG. 14B are views for explaining an
operational flow for the printer 102 according to a second
embodiment.
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FIG. 15 is a view for explaining a communication
sequence for the second embodiment.

DESCRIPTION OF THE EMBODIMENTS

Below, a detailed explanation will be given with reference
to the drawings for a communication apparatus according to
the present invention. Firstly, explanation will be given for
a system that is envisioned in embodiments to be explained
later. FIG. 1 is a view for exemplifying a configuration of a
system 100 according to embodiments. The system 100
according to embodiments is a communication apparatus
that is comprised of a digital camera 101, a printer 102, and
a wireless LAN access point 103 (hereinafter referred to as,
a wireless LAN AP). The digital camera 101 and the printer
102 are capable of mutually communicating with each other
by using an NFC communication path 104, a direct wireless
LAN communication path 105, or indirect wireless LAN
communication paths 105-107 via a wireless LAN AP 103.

FIG. 2 is a drawing showing a hardware configuration for
the digital camera 101. The digital camera 101 is provided
with a display unit 201, an operation unit 202, a storage unit
203, a power supply unit 204, an imaging unit 205, a control
unit 206, a ROM 207, a RAM 208, a wireless LAN
communication unit 209, and an NFC communication unit
210.

The display unit 201 is configured from, for example, an
LCD and LED, comprises a function for outputting visibly
recognizable information, and performs a display of a Ul
(User Interface) that corresponds to an application. The
operation unit 202 comprises a function for a user to perform
various input, or the like, and operate the communication
apparatus. The storage unit 203 is configured by an HDD,
and stores and manages, for example, various data such as
wireless communication network information, data trans-
mission and receiving information, and image data. The
power supply unit 204 is, for example, a battery, which
stores power for operating the apparatus on the whole, and
provides power to each piece of hardware. The imaging unit
205 is configured from an image capturing element, a lens
etc., and performs capture of photographs and movies. The
control unit 206 is, for example, a CPU, which controls
operation for each configuration element of the digital
camera 101.

The ROM 207 stores control commands, or in other
words, programs. Various operations explained later are
realized by the control unit 206 executing programs stored
in the ROM 207. The RAM 208 is used for temporary
storage of data and work memory when executing programs.
The wireless LAN communication unit 209 performs wire-
less LAN communication. The wireless LAN communica-
tion unit 209 performs wireless communication in compli-
ance with the IEEE 802.11 series. Note, in the below
embodiment, the wireless LAN communication unit 209 is
described as performing wireless communication in com-
pliance with the IEEE 802.11 series, but wireless commu-
nication may be performed using another communication
scheme such as Bluetooth (registered trademark), or the like.

The NFC communication unit 210 performs NFC com-
munication. The NFC communication unit 210 performs
wireless communication in compliance with NFC (Near
Field Communication). Also, once the NFC communication
unit 210 detects a communicable apparatus that is within a
communication range, it automatically establishes an NFC
communication. Note, the NFC communication unit 210 is
described as performing wireless communication in com-
pliance with NFC; however, a wireless communication
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which uses another communication scheme wherein the
communication range is shorter than a communication
scheme used by the wireless LAN communication unit 209
may be performed. Also, it is assumed that the NFC com-
munication unit 210 uses a communication scheme wherein
the communication speed is slower than the communication
scheme used by the wireless LAN communication unit 209.

FIG. 3 is a drawing showing a hardware configuration for
the printer 102. In the configuration of the printer 102, when
compared with the configuration of the digital camera 101 as
shown in FIG. 2, a print processing unit 310 for an output
function is provided instead of the imaging unit. A print
processing unit 310 prints image data stored in a storage unit
303. An explanation of the other configuration elements will
be omitted as these are equivalent to those of the configu-
ration of the digital camera 101.

FIG. 4 is a drawing showing a hardware configuration for
the wireless LAN AP 103. The configuration of the wireless
LAN AP 103, when compared with the configuration of the
digital camera 101 and the printer 102 shown in FIGS. 2 and
3, is provided with a wired LAN communication unit 409 in
place of the NFC communication units as a communication
function and also does not have an imaging unit or a print
processing unit. An explanation of the other configuration
elements will be omitted as they are equivalent to those of
the configurations of the printer 102 and the digital camera
101.

Next, with reference to FIGS. 5 through 7, functional
blocks for the digital camera 101, the printer 102, and the
wireless LAN AP 103 will be explained. According to the
present embodiment, the functional blocks for the digital
camera 101, the printer 102, and the wireless LAN AP 103
are each stored in the ROM 207, the ROM 307 and a ROM
406 as programs. By the programs stored in the ROM 207,
the ROM 307 and the ROM 406 being executed by the
control unit 206, a control unit 305, and a control unit 405,
corresponding functions are executed. Note, a part or all of
the functions contained in the functional blocks may be
implemented in hardware. In this case, a part or all of the
functions contained in each of the functional blocks is
configured from, for example, an ASIC (Application Spe-
cific Integrated Circuit).

FIG. 5 is a drawing showing a functional block 500 for the
digital camera 101. The digital camera 101 is comprised of
a wireless LAN communication control unit 510, an NFC
communication control unit 520, and a service execution
unit 530. The wireless LAN communication control unit 510
controls wireless LAN communication via the wireless LAN
communication unit 209. Also, the wireless LAN commu-
nication control unit 510 is comprised of an AP function that
operates as an access point for a wireless LAN, and a Station
function that operates as a wireless LAN terminal. The NFC
communication control unit 520 controls NFC communica-
tion via the NFC communication unit 210. The service
execution unit 530 manages external device service infor-
mation executable by the digital camera 101 using the
wireless LAN communication control unit 510, and executes
services. Also, the service execution unit 530 manages
service identifiers, service execution procedures that corre-
spond to these, and option information for a service as
service information. The digital camera 101 according to
embodiments to be explained later, as an example, is able to
execute a direct printing service. This direct printing service
includes, for example, “DLNA Printing”, “Pictbridge” and
“DPOF Printing”, or the like.

FIG. 6 is a drawing showing a functional block 600 for the
printer 102. The printer 102 is comprised of a wireless LAN
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communication control unit 610, an NFC communication
control unit 620, a service control unit 630, and a print
control unit 640. The wireless LAN communication control
unit 610 controls wireless LAN communication via the
wireless LAN communication unit 308. Also, the wireless
LAN communication control unit 610 is comprised of an AP
function that operates as an access point for a wireless LAN,
and a Station function that operates as a wireless LAN
terminal. The NFC communication control unit 620 controls
NFC communication via the NFC communication unit 309.

The printer 102 manages service information that is
providable to an external device via the wireless LAN
communication control unit 610, and the service control unit
630 executes the service. The service control unit 630
manages service (communication service) identifiers and
service execution procedures that correspond to these, and
option information for a service as service information. The
printer 102 according to the embodiment to be explained
later, as an example, is able to execute a direct printing
service. This direct printing service includes, for example,
“DLNA Printing”, “Pictbridge” and “DPOF Printing” etc.
The print control unit 640 controls print processing by the
print processing unit 310. The service control unit 630
controls the print control unit 640 according to a request by
an external device and can print print-data that is received
from the external device.

FIG. 7 is a drawing showing a functional block 700 for the
wireless LAN AP 103. The wireless LAN AP 103 is com-
prised of a wireless LAN communication control unit 710,
a wired LAN communication control unit 720, and a logical
address allocation control unit 730. The wireless LAN
communication control unit 710 comprises an AP function
that operates as an access point for a wireless LAN. The
wired LAN communication control unit 720 performs com-
munication control for a wired LAN. The logical address
allocation control unit 730 performs control related to logi-
cal address (IP address, or the like) allocation for a partner
apparatus that performs communication.

FIG. 13A-FIG. 13G are views for illustrating examples of
messages for handover processing, and information record
formats that configure the messages. Note, the messages and
the information record formats are defined in an NFC Forum
“Connection Handover 1.2” Technical Specification. A han-
dover request message (FIG. 13A) includes a handover
request record (FIG. 13C) in a first record. A handover select
message (FIG. 13B) includes a handover select record (FIG.
13D) in a first record. An actual object of a reference
destination NDEF record specified by a reference target
record that is an “ALTERNATIVE_CARRIER_RECORD”
(FIG. 13E) is mapped following the first record.

An actual object of information of a wireless LAN setting
is stored in a reference destination NDEF record. For
example, pointer information for a reference destination
NDEF record is stored in a “CARRIER_DATA_REFER-
ENCE” (FIG. 13F) that is contained in an “ALTERNA-
TIVE_CARRIER_RECORD” (FIG. 13E). Also, the actual
object of information regarding various setting information
that is required, is additionally stored in a reference desti-
nation NDEF record. For example, pointer information for a
reference destination NDEF record is stored in an “AUX-
ILIARY_DATA_REFERENCE” (FIG. 13G) that is con-
tained in an “ALTERNATIVE_CARRIER_RECORD”
(FIG. 13E).

FIG. 12A-FIG. 12C are views for illustrating examples of
memory formats for address registration tables, imple-
mented within each communication apparatus according to
the embodiment. FIG. 12A is an example of an address
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registration table memory for each apparatus in the case that
the digital camera 101 and the printer 102 are connected to
the same wireless LAN AP 103. FIG. 12B is an example of
an address registration table memory for the printer 102
when unconnected to a wireless LAN. FIG. 12C is an
example of an address registration table memory for the
printer 102 when directly connected (direct connection) to a
wireless LAN.

Below, an explanation of a specific embodiment will be
given based on the above system configuration.

First Embodiment

The operational procedure between the digital camera 101
and the printer 102 according to the first embodiment will be
explained using drawings. As an example, an explanation
will be given for an operational procedure for executing a
service for “DLNA Printing” via a P2P communication path,
or an existing wireless LAN communication path between
the digital camera 101 and the printer 102.

FIG. 8A and FIG. 8B are views for explaining an opera-
tional flow for the digital camera 101 according to this
embodiment. Note that the control unit 206 may function as
a determination unit configured to perform confirmation
processing and determination processing, and a generation
unit configured to perform processing to set information to
generate a message. FIG. 9A and FIG. 9B are views for
explaining an operational flow for the printer 102 according
to this embodiment. Note that the control unit 305 may
function as a determination unit configured to perform
confirmation processing and determination processing, a
generation unit configured to set addresses to generate a
message, and a setting unit configured to set parameters for
communications. FIG. 10 and FIG. 11 are views for explain-
ing a communication sequence for this embodiment. FIG. 10
is a view for explaining a communication sequence that uses
an existing wireless LAN communication path and executes
a service, and FIG. 11 is a view for explaining a commu-
nication sequence that requests a new wireless LAN com-
munication path, but executes a service using an existing
communication path.

The digital camera 101 according to this embodiment, as
shown in FIG. 10 and FIG. 11, is already connected (step
S1000, step S1100) by a wireless LAN infrastructure mode
with the wireless LAN AP 103 upon initiation of commu-
nication by NFC. Also, FIGS. 10 and 11 show a case where
a DLNA Printing service is set (step S1001, step S1101) as
a default activation request target service for the digital
camera 101. Also, in FIG. 10, the printer 102 is connected
(step S1000) to the wireless LAN AP 103 in a wireless LAN
infrastructure mode, and in FIG. 11 the state is such that
there is no connection with the wireless LAN AP 103 (step
S1100).

Once the NFC communication control unit 520 for the
digital camera 101 detects the nearby NFC communication
unit 309 for the printer 102, communication with the printer
102 is established by NFC (step S801, step S901, step
S1002, step S1102). Next, the service execution unit 530 for
the digital camera 101 performs confirmation of whether or
not a service to be executed has been determined (step
S802). If a determination has not been made, (NO at step
S802), the digital camera 101 performs a determination (step
S810) as to whether or not there is a request for setting a
wireless LAN communication path for an opposing appa-
ratus (the printer 102). In the case there is a request (YES at
step S810), the digital camera 101 sets information accord-
ing to the request to “CARRIER_DATA_REFERENCE”
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(step S811), and transmits a handover request message (step
S812). Thereafter, the digital camera 101 awaits receipt of
the handover response message (step S813). In the case there
is no request (NO for step S810), the digital camera 101
awaits receipt of the handover response message (step
S813).

If a service to be executed is determined (YES for step
S802), the digital camera 101 sets information related to the
service to be executed to “AUXILIARY_DATA_REFER-
ENCE” (step S803). Thereafter, the digital camera 101
performs a determination of whether or not (step S804) the
wireless communication path for executing the service is an
existing wireless LAN communication path. In other words,
the digital camera performs a determination of whether or
not to execute a service using a wireless LAN communica-
tion path that is in use in step S1000 and in step S1100. In
the case of using an existing wireless LAN communication
path (YES for step S804), the digital camera 101 sets
information for using an existing wireless LAN communi-
cation path to “CARRIER_DATA_REFERENCE” (step
S805). In the case an existing wireless LAN communication
path is not used (NO for step S804), the digital camera 101
sets new setting information for wireless LAN communica-
tion path use to “CARRIER_DATA_REFERENCE” (step
S806).

Note, as a determination criteria at step S804 for deter-
mining whether or not to use an existing wireless LAN
communication path, for example, a determination of
whether or not a service other than a service scheduled to be
executed within the digital camera 101 is using the com-
munication path may be used. Note, FIG. 10 shows a case
wherein the digital camera 101 is not using an existing
wireless LAN communication path for another service, and
FIG. 11 shows a case wherein the digital camera 101 is using
an existing wireless LAN communication path for another
service.

Next, the digital camera 101 performs a confirmation of
whether or not there is specification of logical address (IP
address, or the like) for use by a wireless LAN communi-
cation path (step S807). If there is a specification, (YES for
step S807), the digital camera 101 sets a logical address and
identification information (UUID, MAC Address, or the
like) collectively to an “AUXILIARY_DATA_REFER-
ENCE” (step S808). In the case that there is not a specifi-
cation (NO for step S807), the digital camera 101 only sets
identification information (UUID, MAC Address etc) to
“AUXILIARY_DATA_REFERENCE” (step S809). After-
wards, the digital camera 101 transmits a handover request
message (step S812, step S1003, step S1103), and awaits
reception of a handover response message from the printer
102 which is the opposing apparatus (step S812).

On the other hand, the printer 102, awaits reception of a
handover request message (step S902) after establishment of
communication by NFC with the digital camera 101 (step
S901). In the case that reception of a handover request
message is detected, the printer 102 performs determination
of whether or not a service specified in the message (DLNA
Printing in this embodiment) is executable (step S903). In
the case that the printer 102 determines that the specified
service is not executable (NO for step S903), a status within
the handover response message is set to fail, and is returned
(step S917). Thereafter, the printer 102 completes the pro-
cessing unit.

In the case that the printer 102 determines that the
specified service is executable (YES for step S903), confir-
mation of whether or not identification information for an
opposing apparatus (the digital camera 101) is included in
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the handover request message is performed (step S904). In
the case that the identification information for the digital
camera 101 is included in the handover request message
(YES for step S904), the printer 102 refers to stored content
for an address registration table (FIG. 12A-FIG. 12C) within
itself, and performs determination of whether or not the
identification information is already registered (step S905).

As previously explained, FIG. 10 shows a case where the
digital camera 101 and the printer 102 are connected to the
wireless LAN AP 103, and FIG. 11 shows a case where the
digital camera 101 is connected to the wireless LAN AP 103.
Therefore in the case of FIG. 10, the address registration
table for the printer 102 shows, as in FIG. 12A, that the
digital camera 101 and the printer 102 are connected to the
wireless LAN AP 103. Also, in the case of FIG. 11, the
address registration table for the printer 102 shows, as in
FIG. 12B, that the digital camera 101 is not connected to the
wireless LAN AP 103.

For the determination at step S905, in the case of FIG. 10,
the printer 102 recognizes that the opposing apparatus (the
digital camera 101) exists in the same network. In this case,
the printer 102, sets a current logical address for the self-
apparatus (IP address etc) to an address of the transmission
source device for an “AUXILIARY_DATA_REFERENCE”
of the handover response message (step S906). Also, the
printer 102, sets a parameter representing usage of an
existing connection destination to an “AUXILIARY_DA-
TA_REFERENCE” (step S907). Thereafter, the printer 102
returns a handover response message (a message with a
success status added) (step S916, step S1004).

For the determination at step S905, in the case of FIG. 11,
the printer 102 recognizes that the opposing apparatus (the
digital camera 101) does not exist in the same network. In
this case, the printer 102 refers to a “CARRIER_DA-
TA_REFERENCE” within a parameter within a received
handover request message (step S1003), and performs deter-
mination of whether or not there is a specification for setting
information (step S908). In a case where the printer 102
determines that there is a specification for setting informa-
tion (YES for step S908), it proceeds to perform determi-
nation of whether or not a setting modification based on the
specified setting information is possible (step S909). As an
example of a specific condition of whether or not setting
modification is possible, there is a condition for an existence
or absence of support for wireless LAN connection modes
(ad hoc mode, direct mode, or the like), or a condition of
whether there is already another service within the self-
apparatus that is using a wireless LAN communication path.
However, conditions other than those described above that
are ascribable to a wireless communication medium of the
handover destination may be used as determination criteria.

As a result of step S909, in a case where the printer 102
determines that the setting modification is possible based on
the specified setting information (YES for step S909),
parameter setting for using the specified connection desti-
nation is performed (step S910). In the case that there is no
specification for setting information from the digital camera
101 (NO for step S908), or it is determined that setting
modification is impossible (NO for step S909), the printer
102 performs setting of a connection parameter that is
settable and held by the printer 102 (step S911). As a settable
connection parameter, for example, in the case that there is
already another service within the self-apparatus that is
using a wireless LAN communication path, the same param-
eter as the setting of the communication path being used is
used.
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Next, the printer 102 performs a determination of whether
or not a connection topology with the digital camera 101 is
a P2P connection (step S912). In the case that the P2P
connection is (YES for step S912), the printer 102 performs
a determination of whether or not the logical address of the
digital camera 101 is undecided (step S913). In the case that
the logical address for the digital camera 101 is undecided
(YES for step S913), the printer 102, generates each of the
logical addresses for both apparatuses, and sets them to an
“AUXILIARY_DATA_REFERENCE” (step S914). In the
case that the logical address for the digital camera 101 is not
undecided (NO for step S913), the printer 102 generates its
own logical address based on the logical address system for
the digital camera 101, and sets it to an “AUXILIARY_DA-
TA_REFERENCE” (step S915).

Also, in the case that the connection topology is not a P2P
connection (NO for step S912), the printer 102 does not
perform updating of the “AUXILIARY_DATA_REFER-
ENCE”. Afterwards, the printer 102 sets the success status
within the handover response message, and the updated
parameter (“CARRIER_DATA_REFERENCE” and “AUX-
ILIARY_DATA_REFERENCE”), and returns a response
(step S916, step S1004, step S1104). Thereafter, the printer
102 completes the processing unit.

On the other hand, the digital camera 101 is in a state of
awaiting reception of a handover response message from the
printer 102, and when it receives this message (step S1004,
step S1104), confirms the contents of the “CARRIER_DA-
TA_REFERENCE” parameter information of the connec-
tion destination. Next, the digital camera 101 performs a
confirmation of whether or not information (new connection
destination information) other than an existing wireless
LAN communication path in use is set (step S814). In the
case that there is new connection destination information set
(YES for step S814), the digital camera 101 updates (step
S1105, step S1107) the wireless LAN setting information to
the new connection destination and performs a connection
(step S815). In the case that a new connection destination
information is not set (NO for step S814), the existing
connection is maintained (step S1005).

Next, the digital camera 101 refers to the “AUXILIARY_
DATA_REFERENCE” in the received message and per-
forms confirmation (step S816) of the existence or absence
of information of a logical address to be used (IP address, or
the like). In the case that there is logical address information
(YES for step S816), the digital camera 101 performs setting
of'the logical address (step S817). In the case that there is no
information for the logical address (NO for step S816), the
digital camera 101 performs (step S818) processing for
acquisition of a logical address that is usable in a wireless
LAN environment (AutolP, DHCP, or the like), and com-
pletes one processing unit. After the setting of the logical
address is completed, the digital camera 101 executes the
DLNA Printing service (step S1007-step S1009, step S1108-
step S1110).

Note, in the above described embodiment, when trans-
mitting the handover request message from the digital
camera 101 to the printer 102, only one setting information
item for a wireless LAN communication path is included,
however, a plurality of setting information items may also be
included. Also, in the case that setting information for a
wireless LAN communication path on the side of the printer
102 is desired to be confirmed, the digital camera 101 may
transmit without including setting information (NULL infor-
mation may be set) in the handover request message. In
these cases, the setting information for the wireless LAN
communication path that is to be actually used for connect-
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ing, is notified of (step S1004, step S1104) by using the
handover response message that is returned from the printer
102 to the digital camera 101, and shared between the
apparatuses. Therefore, setting of the wireless LAN com-
munication path and the logical address can be executed
collectively.

As explained above, in this embodiment, the printer 102
adds status information representing continued usage of a
wireless communication setting that is already in use in the
handover response message for transmission. Because of
this, the continued usage information of an existing com-
munication path at the handover destination may be shared,
enabling prevention of excess wireless communication
parameter setting and logical addressing. In other words,
new connection processing can be omitted. Also, it is
possible to prevent an increase in time required until service
initiation, ascribable to setting an unnecessary wireless
parameter, for which there is a fear of execution before
initiation of a service with a nearby apparatus.

Second Embodiment

A operational procedure between the digital camera 101
and the printer 102 according to a second embodiment will
be explained using drawings. As an example, an explanation
will be given for an operational procedure for executing a
service for “DLNA Printing” via a P2P communication path,
or an existing wireless LAN communication path between
the digital camera 101 and the printer 102. FIG. 8 A and FIG.
8B are views for explaining the operational flow for the
digital camera 101 according to this embodiment. FIG. 14A
and FIG. 14B are views for explaining an operational flow
for the printer 102 according to this embodiment. FIG. 15 is
a view for explaining a communication sequence according
to the present embodiment.

The digital camera 101 according to this embodiment, as
shown in FIG. 15, is already connected by a wireless LAN
infrastructure mode with the wireless LAN AP 103 upon
initiation of communication by NFC (step S1500). Also,
FIG. 15 shows a case where a Printing service using DLNA
is set (step S1501) as a default activation request target
service for the digital camera 101. Also, the printer 102 is
also connected with the wireless LAN AP 103 in wireless
LAN infrastructure mode (step S1500).

Once the NFC communication control unit 520 for the
digital camera 101 detects a nearby NFC communication
unit 309 for the printer 102, communication with the printer
102 is established by NFC (step S801, step S1401, step
S1502). Next, the service execution unit 530 for the digital
camera 101 performs confirmation of whether or not a
service to be executed has been determined (step S802). If
a determination has not been made, (NO at step S802), the
digital camera 101 performs a determination (step S810) as
to whether or not there is a request for setting a wireless
LAN communication path for an opposing apparatus (the
printer 102). In the case there is a request (YES at step
S810), the digital camera 101 sets information according to
the request to “CARRIER_DATA_REFERENCE” (step
S811), and transmits a handover request message (step
S812). Thereafter, the digital camera 101 awaits receipt of
the handover response message (step S813). In the case there
is no request (NO for step S810), the digital camera 101
awaits receipt of the handover response message (step
S813).

If a service to be executed is determined (YES for step
S802), the digital camera 101 sets information related to the
service to be executed to “AUXILIARY_DATA_REFER-
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ENCE” (step S803). Thereafter, the digital camera 101
performs a determination of whether or not (step S804) the
wireless communication path for executing the service is an
existing wireless LAN communication path. In other words,
the digital camera performs a determination of whether or
not to execute a service using a wireless LAN communica-
tion path that is in use in step S1500. In the case of using an
existing wireless LAN communication path (YES for step
S804), the digital camera 101 sets information for using an
existing wireless LAN communication path to “CARRIER _
DATA_REFERENCE” (step S805). In the case an existing
wireless LAN communication path is not used (NO for step
S804), the digital camera 101 sets new setting information
for wireless LAN communication path use to “CARRIER_
DATA_REFERENCE” (step S806).

Next, the digital camera 101 performs a confirmation of
whether or not there is specification of logical address (IP
address, or the like) for use by a wireless LAN communi-
cation path (step S807). If there is a specification, (YES for
step S807), the digital camera 101 sets a logical address and
identification information (UUID, MAC Address, or the
like) collectively to an “AUXILIARY_DATA_REFER-
ENCE” (step S808). In the case that there is not a specifi-
cation (NO for step S807), the digital camera 101 only sets
identification information (UUID, MAC Address etc) to
“AUXILIARY_DATA_REFERENCE” (step S809). After-
wards, the digital camera 101 transmits a handover request
message (step S812, step S1503), and awaits reception of a
handover response message from the printer 102 which is
the opposing apparatus (step S812).

On the other hand, the printer 102 awaits (step S1402)
reception of a handover request message after establishment
(step S1401) of communication by NFC with the digital
camera 101. In the case that reception of a handover request
message is detected, the printer 102 performs determination
of whether or not a service specified in the message (DLNA
Printing in this embodiment) is executable (step S1403). In
the case that the printer 102 determines that the specified
service is not executable (NO for step S1403), a status
within the handover response message is set to fail, and is
returned (step S1418). Thereafter, the printer 102 completes
the processing unit.

In the case that the printer 102 determines that the
specified service is executable (YES for step S1403), con-
firmation of whether or not identification information for an
opposing apparatus (the digital camera 101) is included in
the handover request message is performed (step S1404). In
the case that the identification information for the digital
camera 101 is included in the handover request message
(YES for step S1404), the printer 102 refers to stored content
of an address registration table (FIG. 12A-FIG. 12C) within
itself, and performs determination of whether or not the
identification information is already registered (step S1405).

As previously explained, FIG. 15 shows a case where the
digital camera 101 and the printer 102 are connected to the
wireless LAN AP 103. Therefore the address registration
table for the printer 102 shows, as in FIG. 12A, that the
digital camera 101 and the printer 102 are connected to the
wireless LAN AP 103. For the determination at step S1405,
in the case of FIG. 15, the printer 102 recognizes that the
opposing apparatus (the digital camera 101) exists in the
same network.

Then, the printer 102 performs (step S1406) a determi-
nation of whether or not there is a request for “continued use
of an existing connection destination” from the opposing
apparatus (the digital camera 101) side. In the case that there
is a request for “continued use of an existing connection
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destination” (YES for step S1406), the printer 102, in
addition to setting a current logical address for the self-
apparatus (IP address, or the like) to an address of the
transmission source device within an “AUXILIARY_DA-
TA_REFERENCE” for the handover response message
(step S1407), also sets a parameter representing usage of the
existing connection destination (step S1408). Thereafter, the
printer 102 returns a handover response message (a message
with a success status added) (step S1417).

The case in FIG. 15 is a case where there is no request for
“continued use of an existing connection destination.” In
this case, the printer 102 refers to a “CARRIER_DA-
TA_REFERENCE” within a parameter within the received
handover request message (step S1503), and performs deter-
mination of whether or not there is a specification for setting
information (step S1409). In the case that the printer 102
determines that there is a specification of setting information
from the digital camera 101 (YES for step S1409), deter-
mination is performed as to whether or not setting modifi-
cation based on the specified setting information is possible
(step S1410). As an example of a condition that determines
if setting modification is allowed, as was described in the
first embodiment, there is an existence or absence for
support of wireless LAN connection modes (ad hoc mode,
direct mode, or the like).

As a result of step S1409, in a case where the printer 102
determines that the setting modification is possible based on
the specified setting information (YES for step S1410),
parameter setting for using the specified connection desti-
nation is performed (step S1411). In the case that there is no
specification for setting information from the digital camera
101 (NO for step S1409), or it is determined that setting
modification is impossible (NO for step S1410), the printer
102 performs setting of a connection parameter that is
settable and held by the printer 102 (step S1412). As a
settable connection parameter, as was described in the first
embodiment, for example, in the case that there is already
another service within the self-apparatus that is using a
wireless LAN communication path, the same parameter as
the setting of the communication path being used is used.

Next, the printer 102 performs a determination of whether
or not a connection topology with the digital camera 101 is
a P2P connection (step S1413). In the case that there is a P2P
connection (YES for step S1413), the printer 102 performs
a determination of whether or not the logical address (IP
address, or the like) of the digital camera 101 side is
undecided (step S1414). In the case that the logical address
for the digital camera 101 is undecided (YES for step
S1414), the printer 102, the logical addresses for both
apparatuses are each generated, and set to “AUXILIARY _
DATA_REFERENCE” (step S1415). In the case that the
logical address for the digital camera 101 is not undecided
(NO for step S1414), the printer 102 generates its own
logical address based on the logical address system for the
digital camera 101, and sets it to an “AUXILIARY_DA-
TA_REFERENCE” (step S1416).

Also, in the case that it is determined not to be a P2P
connection (NO for step S1413), the printer 102 does not
perform updating of “AUXILIARY_DATA_REFER-
ENCE”. Afterwards, the printer 102 sets the success status
within the handover response message, and the updated
parameter (“CARRIER_DATA_REFERENCE” and “AUX-
ILIARY_DATA_REFERENCE”), and returns a response
(step S1417, step S1504). Thereafter, the printer 102 com-
pletes the processing unit.

On the other hand, the digital camera 101 is in a state of
awaiting reception of a handover response message from the



US 9,491,791 B2

13

printer 102, and when it receives this message (step S1504),
it confirms the contents of the “CARRIER_DATA_REFER-
ENCE” parameter information of the connection destina-
tion. The digital camera 101 performs confirmation of
whether or not information other than that for usage of an
existing wireless LAN communication path is set (step
S814).

Inthe case of FIG. 15, it is a case where there is no request
for “continued use of an existing connection destination”
and information other than usage of the existing wireless
LAN communication path is set to the “CARRIER_DA-
TA_REFERENCE”. The digital camera 101 updates setting
information for the wireless LAN (step S1505, step S1507)
for the notified of connection destination, and performs a
connection (step S815).

Next, the digital camera 101 refers to the “AUXILIARY_
DATA_REFERENCE” in the received message and per-
forms confirmation (step S816) of the existence or absence
of information of a logical address (IP address etc) to be
used. In the case that there is logical address information
(YES for step S816), the digital camera 101 performs setting
of'the logical address (step S817). In the case that there is no
information for the logical address (NO for step S816), the
digital camera 101 performs (step S818) processing for
acquisition of a logical address that is usable in a wireless
LAN environment (AutolP, DHCP, or the like), and com-
pletes one processing unit. After the setting of the logical
address is completed, the digital camera 101 executes the
DLNA Printing service (step S1508-step S1510).

Note, just as in the first embodiment, when transmitting
the handover request message from the digital camera 101 to
the printer 102, only one setting information item for a
wireless LAN communication path is included, however, a
plurality of setting information items may also be included.
Also, in the case that setting information for a wireless LAN
communication path on the printer 102 side is wished to be
confirmed, the digital camera 101 may transmit without
including setting information (NULL information may be
set) for the wireless LAN communication path in the han-
dover request message. In such cases, the setting informa-
tion for the wireless LAN communication path that is to be
actually used for connecting, is notified of (step S1504) by
using the handover response message that is returned from
the printer 102 to the digital camera 101, and since it will be
shared between apparatuses, it is possible to execute the
setting of the wireless LAN communication path and the
logical address collectively.

As explained above, while in the first embodiment, a
determination as to whether or not an existing communica-
tion path is to be used is based on a sole decision by the side
that received the handover request message (the printer 102
side), in the second embodiment, it becomes possible to add
a request by the transmitting side (the digital camera 101) of
the handover request message and perform the determina-
tion. Because of this, it is possible to confirm the connection
destination in accordance with the request by the apparatus
side that confirms the service to be executed at the handover
destination (in this embodiment, the apparatus side trans-
mitting the handover request message).

Other Embodiments

Also, according to the previously described first through
second embodiments, an example was explained wherein,
touching of the NFC is used as an opportunity to set the
wireless LAN communication path, and use an existing
wireless LAN communication path (the communication path
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via the wireless LAN AP that was in use prior to touching
the NFC), without executing setting of a new wireless LAN
connection setting, when executing a device cooperation
service via the same communication path; however, this may
also be widely applied to use cases where a single wireless
communication medium is used for service activation and
simultaneously executing connection setting for another
wireless medium, in a case where a plurality of wireless
communication mediums are supported simultaneously
among devices. For example, this is also applicable to use
cases, or the like, where notification of connection setting
information for wireless LAN and activation instructions for
services is performed using Bluetooth.

Note, an example was shown wherein the communication
mode for NFC according to the previously described first
through second embodiments, executes sharing of statuses
and various setting information by transmission and recep-
tion of a handover response message (step S1003, step
S1103, step S1503), and a handover initiation request mes-
sage (step S1002, step S1102, step S1502), using a bidirec-
tional communication path in the case that the digital camera
101 and the printer 102 are both operated in a P2P commu-
nication mode, however, information sharing is also possible
for a communication mode for NFC when one side operates
in a read/write mode, and the other side operates in a card
emulation mode, and shared memory access between
devices is used to perform a method of reading/writing an
information records (FIG. 13A-FIG. 13G) that form the
service initiation request message and the service initiation
response message.

Embodiment(s) of the present invention can also be
realized by a computer of a system or apparatus that reads
out and executes computer executable instructions (e.g., one
or more programs) recorded on a storage medium (which
may also be referred to more fully as a ‘non-transitory
computer-readable storage medium’) to perform the func-
tions of one or more of the above-described embodiment(s)
and/or that includes one or more circuits (e.g., application
specific integrated circuit (ASIC)) for performing the func-
tions of one or more of the above-described embodiment(s),
and by a method performed by the computer of the system
or apparatus by, for example, reading out and executing the
computer executable instructions from the storage medium
to perform the functions of one or more of the above-
described embodiment(s) and/or controlling the one or more
circuits to perform the functions of one or more of the
above-described embodiment(s). The computer may com-
prise one or more processors (e.g., central processing unit
(CPU), micro processing unit (MPU)) and may include a
network of separate computers or separate processors to read
out and execute the computer executable instructions. The
computer executable instructions may be provided to the
computer, for example, from a network or the storage
medium. The storage medium may include, for example, one
or more of a hard disk, a random-access memory (RAM), a
read only memory (ROM), a storage of distributed comput-
ing systems, an optical disk (such as a compact disc (CD),
digital versatile disc (DVD), or Blu-ray Disc (BD)™), a
flash memory device, a memory card, and the like.

While the present invention has been described with
reference to exemplary embodiments, it is to be understood
that the invention is not limited to the disclosed exemplary
embodiments. The scope of the following claims is to be
accorded the broadest interpretation so as to encompass all
such modifications and equivalent structures and functions.
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This application claims the benefit of Japanese Patent
Application No. 2014-021704, filed Feb. 6, 2014 which is
hereby incorporated by reference herein in its entirety.

What is claimed is:

1. A communication apparatus, comprising:

a communication unit configured to be able to commu-
nicate with another communication apparatus by a first
communication scheme and by a second communica-
tion scheme for which a communication speed is faster
or a communication range is longer than that of the first
communication scheme;

one or more processors; and

at least one memory coupled to the one or more proces-
sors, the at least one memory storing instructions
thereon which, when executed by the one or more
processors cause the communication apparatus to:

determine when, upon initiation of a communication by
the first communication scheme, a communication by
the second communication scheme was already being
performed, and

generate, based on information included in a request
received by the communication unit by the communi-
cation by the first communication scheme, a response
corresponding to the request, wherein

the communication unit transmits the generated response
generated by the generation unit to the other commu-
nication apparatus, and

in a case where it is determined that the communication
by the second communication scheme was already
being performed, in the response, information is
included indicating that control for the communication
by the second communication scheme based on the
request is unnecessary.

2. The communication apparatus according to claim 1,
wherein, in a case where it is determined by the determina-
tion unit that the communication by the second communi-
cation scheme was already being performed and it is deter-
mined that there is a request from the other communication
apparatus for the communication by the second communi-
cation scheme that was already being performed, the gen-
eration unit includes information indicating that control for
the communication by the second communication scheme
based on the request is unnecessary in the response.

3. The communication apparatus according to claim 1,
wherein, in a case where it is determined by the determina-
tion unit that the communication by the second communi-
cation scheme was already being performed, the generation
unit includes a communication path by the second commu-
nication scheme that was already being performed in the
response.

4. The communication apparatus according to claim 1,
wherein, in a case where it is determined by the determina-
tion unit that the communication by the second communi-
cation scheme was already being performed, the generation
unit includes a connection destination by the second com-
munication scheme that was already being performed in the
response.

5. The communication apparatus according to claim 1,
wherein, in a case where it is determined by the determina-
tion unit that, upon initiation of the communication by the
first communication scheme, the communication by the
second communication scheme is not being performed, the
generation unit includes information for the communication
by the second communication scheme based on the request
in the response.

6. The communication apparatus according to claim 1,
further comprising a setting unit configured to, in a case
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where it is determined by the determination unit that, upon
initiation of the communication by the first communication
scheme, the communication by the second communication
scheme is not being performed, perform a setting for the
communication by the second communication scheme based
on information included in the request.

7. The communication apparatus according to claim 6,
wherein, in a case where setting information that the other
communication apparatus specifies is included in the request
and a setting can be performed by that setting information,
the setting unit performs the setting based on the setting
information.

8. The communication apparatus according to claim 6,
wherein, in a case where setting information that the other
communication apparatus specifies is included in the request
and a setting cannot be performed by that setting informa-
tion, the setting unit performs the setting based on informa-
tion held in the communication apparatus.

9. The communication apparatus according to claim 6,
wherein, in a case where setting information that the other
communication apparatus specifies is not included in the
request, the setting unit performs the setting based on
information held in the communication apparatus.

10. The communication apparatus according to claim 6,
wherein, in a case where, after completion of the setting by
the setting unit, a connection topology with the other com-
munication apparatus is a P2P connection, the generation
unit at least includes an address of the communication
apparatus in the response.

11. The communication apparatus according to claim 10,
wherein, in a case where a logical address in the other
communication apparatus is undecided, the generation unit
includes a logical address of the communication apparatus
and a logical address of the other communication apparatus
in the response.

12. The communication apparatus according to claim 10,
wherein, in a case where a logical address in the other
communication apparatus is determined, the generation unit
includes a logical address of the communication apparatus
generated in accordance with the logical address in the other
communication apparatus in the response.

13. The communication apparatus according to claim 1,
wherein the at least one memory stores further instructions
which, when executed by the one or more processors, cause
the communication apparatus to, using a table indicating
when the communication apparatus and the other commu-
nication apparatus are connected, determine whether or not
the communication by the second communication scheme
was already being performed prior to the communication by
the first communication scheme.

14. The communication apparatus according to claim 1,
wherein the first communication scheme is an NFC (Near
Field Communication) scheme.

15. The communication apparatus according to claim 1,
wherein the second communication scheme is a communi-
cation scheme in compliance with an IEEE 802.11 series.

16. A method of controlling a communication apparatus
able to communicate with another communication apparatus
by a first communication scheme and by a second commu-
nication scheme for which a communication speed is faster
or a communication range is longer than that of the first
communication scheme, the method comprising:

determining when, upon initiation of a communication by

the first communication scheme, a communication by
the second communication scheme was already being
performed;
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generating, based on information included in a request
received by the communication by the first communi-
cation scheme, a response corresponding to the request,
and
transmitting the response generated in the generation step
to the other communication apparatus, wherein,
in the generating, in a case where it is determined that the
communication by the second communication scheme
was already being performed, information indicating
that control for the communication by the second
communication scheme based on the request is unnec-
essary is included in the response.
17. A non-transitory computer-readable storage medium
storing a computer program for controlling a computer to
execute the method of claim 16.
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